Freedom of Information Act 2000 – what does it mean?

The Act came into force on 1 January 2005, introducing a general right for anyone to access information held by public authorities, subject to a series of specific exemptions. 

For a list of the public authorities that someone can approach, see here
Any person making a request for information to a public authority is entitled:

· to be informed in writing by the public authority whether it holds information of the description specified in the request; and if so;

· to have that information communicated to him/her.

Effectively, it is anticipated that the two questions above will merge and be treated as a single “right to know”. This “right to know” is enjoyed by any person without limitation of any kind – individuals of any nationality or place of residence will be entitled to apply for information, as well as organisations, companies and other public authorities.

There are no time limits to information that is sought – the information may have been created at any time or held for any period of time. Information is defined very broadly and includes information recorded in any form, including maps, photos and plans.

To apply, an application must be in writing, stating the applicants name and address, as well as a description of the information required. You do not have to say why the information is required or what use the information will be put to. Additionally, public authorities are under a duty to advise and assist applicants who are searching for information by, for example, advising them of the different types of information available so that a request can be framed in an appropriate manner.

When an application is received, a public authority must respond as soon as possible, and not later than 20 working days following receipt of the request. This time limit can be extended in certain circumstances (e.g. conditional exemptions from disclosure) but the public authority must write within 20 working days advising that it has yet to make a decision and specifying a date by which the ultimate decision will be reached.

Costs

If someone requests information contained in a public authority's publication scheme, the scheme will also give details of whether (and how much) the authority will charge for providing the information. If the information is not contained within the publication scheme, the authority may charge a fee, as laid down in Regulations. These provide that requests which will cost less than £450 to answer (£600 for requests to central government) will be free of charge, although public authorities may charge for the cost of photocopying and postage etc. If the request will cost more than this to answer, the public authority can refuse to answer the request, answer it for free, or charge up to and including the full cost of answering. If you refuse to pay the fee, the public authority can refuse to supply the information. 

Limitations

There are four different kinds of limitations on access to information:

1) subject matter of the information requested may cause it to fall under one of the exemptions of the Act;

2) the public authority ceases to be under a duty to supply information if a fees notice has been issued and the required fees have not been paid;

3) the public authority may refuse to supply the information if the estimated cost of obtaining the information exceeds a certain limit or charge a fee for its supply;

4) the public authority can reserve the right to refuse any vexatious or repeated requests. This may include repeated requests from the same person for the same information, or requests which are intended to disrupt the authority's work.
Exemptions from disclosure of information

Where an absolute exemption applies, the “right to know” does not arise i.e. the authority does not have to confirm or deny the existence of information held, let alone disclose information. This includes information that (this list is not exhaustive):

· is accessible to applicant by other means;

· relates to security matters;

· is held in court records;

· is protected by parliamentary privilege;

· personal information (relating to the applicant).

There are two forms of conditional exemption – (1) prejudice-based exemptions, and (2) class-based exemptions. 

Prejudice-based exemptions only apply where disclosure of the information will prejudice the interest concerned e.g. prevention/detection of crime. If disclosure would not cause any prejudice then the exemption does not apply and information must be disclosed. If there is a danger of prejudice to, for example, prevention/detection of crime then the exemption applies but the authority must go an and consider whether public interest comes down in favour of disclosure or non-disclosure – if the public interest favours disclosure, then the information must be disclosed.

The categories of information attracting prejudice-based exemptions are:

· National security;

· Defence;

· International relations;

· Relations within the UK;

· The economy;

· Law enforcement;

· Audit functions;

· Prejudice to effective conduct of public affairs;

· Health and safety;

· Commercial interests.

Class-based exemptions are different because there is no need to show prejudice for the exemption to apply. If information falls within any of the categories, it is assumed that disclosure would be damaging – however, the authority must still go on and weigh up the public interest factors favouring disclosure or non-disclosure – again, if the public interest favours disclosure, then the information must be disclosed.

The categories of information attracting class-based exemptions are:

· Information intended for future publication;

· International relations;

· Investigations and proceedings conducted by public authorities;

· Formulation of government policy;

· Communications with Her Majesty and honours;

· Environmental information;

· Personal information (relating to third parties);

· Legal professional privilege;

· Commercial interests.

Personal information

The exemption relating to personal information aims to ensure that the principle of freedom of information does not infringe the duty to protect the confidentiality of personal information within the Data Protection Act 1998 (DPA). There is a key distinction between requests for personal information relating to applicants themselves, and requests relating to a third party.

In relation to requests for personal information from the person concerned, there is an absolute exemption from disclosure – this is because DPA s.7 already provides a legal right to such personal information.

In relation to requests for personal information relating to third parties, disclosure is exempt if doing so would contravene one of the data protection principles in the DPA, if it would breach DPA s.10 (right to prevent processing likely to cause damage or distress), or it would fall within one of the exemptions in DPA part IV.

The Information Commissioner has stressed that public authorities should seek to distinguish between the public and private lives of their employees, in relation to third party requests for personal information, and that where information is about someone acting in an official or work capacity that information should normally be disclosed.

Public interest test

The Act is premised upon the good faith of public authorities which are entrusted, in the first instance, with deciding where the public interest lies. The Information Commissioner has suggested that a clear distinction needs to be drawn between the public and private interests:

“It is important to bear in mind that the competing interests to be considered are the public interest favouring disclosure against the public (rather than private) interest favouring the withholding of information. There will often be a private interest in withholding information which would reveal incompetence on the part of or corruption within the public authority or which would simply cause embarrassment to the authority. However, the public interest will favour accountability and good administration and it is this interest that must be weighed against the public interest in not disclosing the information”

For more information on this issue, see this Information Commissioner guide (pdf file)
Enforcement

The principal enforcement mechanisms under the Act are the Information Commissioner and the Information Tribunal – in practise, these institutions are based on the existing Data Protection Commissioner and the Data Protection Tribunal.

A request for information may only be refused by a public authority if it falls under one of the exemption listed above. If a request is refused, the reply from the public authority must identify which exemption it is applying, and give details of how to apply for an internal review of their decision to refuse. If, after an internal review, the public authority still refuses a request, you may ask The Information Commissioner to review that decision. 

Department for Constitutional Affairs website information on FOI ACT -http://www.dca.gov.uk/rights/dca/foidcaintro.htm 

Information Commissioner website - http://www.informationcommissioner.gov.uk/ 

Campaign for Freedom of Information - http://www.cfoi.org.uk/ 
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